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We support your change.

First step to threat 24/7 threat monitoring is
management is not a buzzword. Hackers
identification of areas to use Al and information on
fortify and normalize. internet allow even low-

skilled hackers to inflict
substantial damage.

Threat resistance Security ..
] : Staff trainings
evaluation compliance
Security maturity Consulting Cyber Security
assessment trainings
1ISO27001
Risk assessment. compliance Phishing services
Vulnerability E-ITS consulting
assessment

CISO as a Service
Security Audit
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Fortifications are as weak
as weakest link in the
system. Usually, it is your
staff. Invest in trainings
and remove most
common cause of
cyber-attacks.

Security
operations center

24/7 SOC services

Fast incident
response

Seeking and
responding to threats
(MDR/XDR)
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Security architecture

Firewall, IDS/IPS, NDR (FortiGate, TrendMicro, Data protection (Microsoft DLP ja Azure

Darktrace) Information Protection, Thales HSM)

Identity/Access management (Microsof, NetlQ, Vulnerability management (Qualys VMDR)

FortiNAC, ExtremeNAC, Aruba Clearpass) Web security(FortiWEB)

End%ollvrll.t SEEETR (Bt RiEees, FfietEns SIEM/SOAR solutions (Microsoft Sentinel,
TenelMiEe), FortiSIEM/SOAR, Logpoint)

E-mail protection (Defender for O365, FortiMail)



